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ABSTRACT 

The 21st century has experienced unmatched technological breakthroughs that are basically changing the framework of law 

systems across the globe. The disruptive power of new tech includes artificial intelligence, blockchain, biotechnology, and 

quantum computing, and the legal theory has new challenges and opportunities in the area of regulation and enforcement. 

The present paper is a discussion of the interactive nature of law and disruptive technologies and on why the law should be 

reformed in a multidisciplinary manner. It relies on the wisdom of such fields as computer science, ethics, sociology, and 

economics to examine the way legal systems can become dynamic so that justice, accountability, and democratic governance 

can be secured in the fast changing digital world. 
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1. INTRODUCTION 

The concept of disruption that has been regarded as a market or business term has become more and more infiltrated into the 

stable mechanisms of law and its systems. The spheres of autonomous decision-making, decentralized digital platforms, and 

synthetic biology are technologies that demand entirely new challenges to the range, applicability, and ethical authority of 

law. Such developments beg the questions: Do legal systems, in their often procedural formalism and institutional rigidity, 

keep abreast of such speedy change? Which normative values, e.g. justice, accountability, and transparency, are to inform 

the construction of legal responses in the digital society? So how can interdisciplinarity contribute towards the development 

of an anticipatory and resilient architecture of the law? 

The position argued in this paper is that we should transform our legal systems on the structural and the conceptual level to 

sufficiently address the challenges that disruptive technologies impose. Most of these doctrines, institutions, and enforcement 

mechanisms were developed to respond to the industrial-age paradigms and are proving to be an ineffective tool in dealing 

with the intangible, decentralized, and algorithmic characteristics of modern technologies (Pasquale, 2020). 

This paper has three sections. To begin with, it points out the essential technological disruptors, which are modifying societal 

and legal expectations, including AI, blockchain, biotechnology, quantum computing. Second, it looks into what they mean 

to legal regulation with references to such issues as algorithmic bias, ambiguity of jurisdiction, and data sovereignty, as well 

as human rights (Cohen, 2019). Lastly, leveraging the expertise of other fields, including computer science, ethics, sociology 

and economics, it proposes an interdisciplinary roadmap of adaptive legal governance that is resistant to the acceleration 

caused by technology on the one hand and social legitimacy on the other (Yeung et al., 2020). 
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Not only it can be said that neither the revision of the statutes nor refreshing of the case-law will determine the future of law 

in the 21 st century but rather the shift toward a particular way of legal thinking that is dynamic, participatory, and, essentially, 

multidisciplinary (Hildebrandt, 2018). It is only at that point that we can guarantee that the rule of law could preserve justice 

and democratic governance in an ever more code-, data-, and machine-mediated world (Floridi & Cowls, 2019). 

2. TECHNOLOGICAL DISRUPTORS: A LEGAL CHALLENGE 

2.1 Artificial Intelligence (AI) 

Artificial Intelligence (AI) has penetrated major areas of the society including healthcare, financial, transport, law 

enforcement, and judicial sectors very fast. AIs are changing decision-making processes that have a direct effect on human 

lives: instead of the doctor, the risk analysis in criminal justice, or the machine, it is determining what to say in the medical 

field, in criminal justice, and in the machine (Pasquale, 2020). Among the most burning issues that arise due to the 

implementation of AI is that of algorithmic accountability, namely, who or what should be responsible and liable once the 

decision made by an AI system and lead to damages or discrimination (Calo, 2018). 

There are basic legal issues associated with fairness, transparency, and redress, when AI systems are used to reject loan 

applications, set insurance premiums, or police policing plans. Such anxieties are enhanced by the commonly referred to as 

black box quality of most AI-based solutions where the decision-making process and rationale of a particular algorithmic 

output can not even be grasped by those that designed them (Burrell, 2016). This lack of transparency is a threat to 

constitutional protections against due process, particularly where it has been seen in places such as the United States to apply 

AI-assisted sentencing tools without revealing their internal mechanisms. 

In the judicial domain by way of example, the application of the commercial COMPAS algorithm to sentencing has been 

questioned due to its racially biased results as well as its failure to disclose to defendants either its methodology or logic of 

its algorithm (Angwin et al., 2016). Such limited disclosure prevents effective legal challenge and weakens the rule of law 

where automation is used to make a decision. 

2.2 Blockchain and Smart Contracts 

The Blockchain technology and smart contracts are transforming the ways legal agreements are concluded, interpreted and 

executed. A smart contract is just a piece of code that runs itself and performs a set of certain actions as the conditions 

covered by the code are fulfilled and stored on the blockchain (Werbach & Cornell, 2017). Such online contracts disrupt 

traditional rule of consent, performance, and remedy in contracts since they are normally operated without continuous human 

interaction or legal control. 

The fact that smart contracts are automatic also presents critical issues of enforceability and jurisdiction enquiry, especially 

in cross-border jurisdictions when the parties can be anonymous and servers can be located in various parts of the world 

(Fairfield, 2014). Such situations cannot easily be put within the conventions of a traditional legal system, least of all when 

the potential remedies to a breach or fraud need to be enforced through a system that was never built to be decentralized. 

Moreover, Decentralised Autonomous Organisations (DAOs), acted upon by collective smart contracts (as opposed to 

centralized management) raise a grave conceptual issue to corporate personality, liability, and fiduciary responsibility. There 

is lack of central authority or a legal body to enforce any litigation, regulatory compliance and investor security. The case of 

a hack of a DAO on an Ethereum blockchain in 2016 where millions of dollars in cryptocurrency were stolen, provides an 

excellent example of a legal vacuum in which these entities are preceded (Reijers et al., 2018). 

2.3 Biotechnologies and Neurotechnologies 

The recent breakthroughs in the field of biotechnology, especially technologies that include a gene editing tool CRISPR-

Cas9, allowed to perform precise editing of human, animal, and plants genomes, creating not only legal and ethical but also 

regulatory concerns. These are questions over patentability of gene-editing technology, consent in germline editing, and 

larger questions of eugenics and human enhancement (Jasanoff et al., 2015). International regulatory organizations continue 

to disagree regarding the regulation of these interventions although a partial research and absolute prohibition does prevail. 

At the same time, neuro technologies (brain-computer interfaces and implants in the brain) also start contributing to the 

debate on mental privacy, cognitive liberty, and self-determination (Ienca & Andorno, 2017). In contrast to conventional 

types of surveillance or medical interventions, these technologies go directly to the brain and, as a result, can potentially 

read, write, or edit neural data. Such a new kind of rights has not been reflected in the legal systems, though. As Ienca and 

Andorno (2017) argue, a new generation of neurorights may be necessary to protect individuals from involuntary intrusions 

into their mental and emotional life. 

Modern legal systems are fundamentally retrospective and incremental, grounded in historical precedent, interpretative 

continuity, and procedural regularity. While these characteristics provide stability and predictability, they also result in an 

institutional lag when faced with the exponential speed and unpredictability of technological advancement (Brownsword, 

2019). The inherent temporal mismatch between technology's velocity and law’s deliberative slowness creates regulatory 
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gaps, leaving society vulnerable to unanticipated harms or inequities. 

A core epistemological limit of law is its dependence on classification, foreseeability, and the assumption of relative 

constancy in the objects of regulation. However, emerging technologies are frequently self-learning, cross-border, and non-

static, defying traditional legal categories and blurring lines between person, product, and process (Pagallo, 2013). These 

characteristics challenge legal tools that rely on static definitions, territorial jurisdiction, and reactive enforcement. 

Consider, for example, the General Data Protection Regulation (GDPR) in the European Union. While the GDPR is hailed 

as a global standard for personal data protection, its foundational principles of consent, purpose limitation, and data 

minimisation are increasingly difficult to enforce in the context of AI-driven systems that repurpose, infer, and aggregate 

personal data beyond the original collection context (Wachter & Mittelstadt, 2019). Such AI systems put to question the 

applicability of personal data as well as its effective consent because users know little about the boundaries and consequences 

of data reuse. 

Further, institutional frameworks endowed with legal supervision e.g. data protection agencies, regulated authorities and 

courts do not equip with the technical skills, dexterity, or multi-border jurisdiction required to keep in pace with the evolution 

of technology. This disjunction highlights the importance of strengthening more pro-active, anticipatory and interdisciplinary 

legal systems that are capable of entering into the regime of the uncertain, the adaptive and the complex. 

3. INTERDISCIPLINARY APPROACHES: THE NEED FOR LEGAL INNOVATION 

Responding to the problems of the emerging technologies is not an issue that can be addressed using doctrinal reasoning of 

the law. Rather, a comprehensive and transdisciplinary way is necessary to accomplish progressive, adaptive, and ethical 

guidelines. Technological disruption is not just a legal issue, but rather an ethical, social, political and computational process 

that cannot be reached by the means of established legal institutions. As such, collaborative engagement across fields is vital. 

3.1 Ethics and Philosophy 

Legal frameworks must be informed by ethical principles to establish normative boundaries around technologies whose full 

societal impacts are still unfolding. Emerging technologies often raise pre-legal questions—for instance, whether certain uses 

of AI or genetic engineering are morally permissible in the first place. Philosophical tools such as deontological ethics, 

utilitarianism, and virtue theory can help legal scholars and lawmakers grapple with complex issues, especially in areas 

lacking legal precedent. 

A salient example is the debate around AI personhood and robot rights, which explores whether autonomous systems should 

be granted legal standing or bear moral responsibility (Gunkel, 2018). These discussions raise fundamental questions about 

agency, intentionality, and the moral status of non-human entities. Without philosophical grounding, legal innovation in this 

space risks becoming ad hoc or ethically incoherent. 

3.2 Computational and Data Sciences 

Legal regulation of technology requires a baseline level of technical literacy among lawmakers, judges, and regulators. 

Understanding how algorithms, machine learning models, and data architectures function is critical for assessing issues like 

algorithmic bias, explainability, and security vulnerabilities (Crawford, 2021). Without interdisciplinary collaboration with 

data scientists and computer engineers, legal responses risk being either underinclusive—failing to capture the nuance of 

new harms—or overinclusive—stifling innovation without understanding the underlying technology. 

Moreover, concepts like differential privacy, neural networks, and automated decision-making require new forms of legal 

reasoning that move beyond static interpretations of statutes or case law. This requires co-construction of knowledge, in 

which technology specialists and legal experts exchange their knowledge through teaching and follow-up policymaking. 

3.3 Sociology and Political Theory 

Technological change does not only transform the economy, but also power structure, identity development and social 

Bunches. Development of platform capitalism, algorithmic control, and data-based surveillance has brought about an extreme 

skew of power relations between individuals and firms, and between citizens and states (Zuboff, 2019). Law being a 

normative institution can only overcome these structural disparities simply so that it does not turn out to be a meaningless 

instrument of justice and accountability. 

Social thoughts on monitoring, internet work, big stage monopoly and algorithmic segregation are essential to comprehend 

the overall societal effects of technical ordinaries. Political theory, in turn, can provide instruments to question sovereignty, 

democracy, and legitimacy in a world where more and more people are governed by privatized, non-transparent, and 

transnational technological platforms (Cohen, 2019). Unless the perspectives are incorporated into law, the law will likely 

view technological issues as separate technical problems, instead of viewing those problems as manifestations of broader 

social changes. 
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4. RETHINKING LEGAL DOCTRINES 

The concept of legal implications of emerging technologies demands that the legal doctrines underlying our approach to 

legal consequences should restructure, many of which are based on industrial-era suppositions. Coherence in the application 

of such principles of law as liability, legal personality, and jurisdiction are challenged because of the disruptive nature of AI, 

blockchain, and decentralized systems. Making changes in these doctrines is the major necessity to enable legal systems to 

be dynamic, fair, and operationally feasible in the situation of the digital world. 

4.1 Liability and Causation 

The use of autonomous systems, Boston Dynamics robot dog to an AI-powered car, intro robot trading bots, and intelligent 

medical appliances bring us to complex issues: Who is the agent, who is causing what, and to whom is the responsibility 

attributed? The old fault-based liability only applies to the case when there has to be a human actor that caused harm by 

being careless or acting with an intention, meaning that when harm is caused by decisions that were made by self-learning 

systems, the old traditional liability becomes problematic (Abbott, 2020). 

In such cases, assigning liability may require a shift toward risk-based or strict liability regimes, where responsibility is 

attributed not through intent or negligence, but by virtue of control, benefit, or risk distribution (Spence, 2021). This approach 

is already familiar in contexts like product liability and environmental law, where harms are difficult to trace but the social 

need for accountability is pressing. The legal system must therefore consider adopting similar risk-distribution models 

tailored to AI and autonomous agents. 

4.2 Legal Personality 

The rise of Decentralized Autonomous Organizations (DAOs) and AI agents that can enter into contracts, hold assets, and 

perform economic functions without direct human oversight challenges existing definitions of legal personhood. 

Traditionally, legal personality has been conferred on natural persons and corporate entities to facilitate participation in legal 

and economic life. 

However, as autonomous systems begin to operate independently in complex domains, legal scholars and policymakers must 

determine whether such systems should be granted limited legal personality, similar to corporations or trusts (Solaiman, 

2017). Doing so could help clarify issues of liability, ownership, and enforcement, but it also raises ethical questions about 

rights without responsibilities, and the potential displacement of human agency in law. 

4.3 Jurisdiction and Sovereignty 

The transnational nature of digital platforms and decentralized technologies such as BitTorrent, Ethereum, and blockchain-

based services undermines traditional doctrines of jurisdiction and state sovereignty. These systems often operate without a 

central authority, physical location, or clear legal domicile, making it exceedingly difficult to determine which jurisdiction’s 

laws apply or how to enforce them (De Filippi & Wright, 2018). 

Territorial sovereignty as the cornerstone of both the public and the private international law is experiencing extreme pressure 

in the scenario of borderless code and networks. Courts and regulators will be left struggling to find a way to develop legal 

jurisdiction over decentralized, pseudonymous, and geographically decentralized actors and systems. Potential new models 

of transnational regulatory cooperation, technical standards-setting and private rule-setting are required to fill this gap. 

5. REGULATORY INNOVATION AND GLOBAL GOVERNANCE 

Fast rates of technological breakthrough tend to overrun the capacity of legal systems to act in an effective manner. Due to 

this fact, regulatory innovation has become central in dealing with uncertainty, balancing risks with innovation, and ensuring 

protection of fundamental rights. More experimental, adaptive, and responsive forms of legal regulation include innovative 

instruments and tools including regulatory sandboxes, technology impact assessment (TIAs) and anticipatory governance. 

Regulatory sandboxes which were first used in fintech provide an opportunity to test new technologies in special 

environments with the presence of regulators. This method also facilitates innovation, has a limited level of systemic risk, 

and can empirically determine future regulation (Zetzsche et al., 2017). In a parallel manner, technology impact assessments 

apply the established impact models to the novel realms, which means that developers must assess and report the legal, social, 

and ethical impact of new technologies before implementing them (Calo, 2018). 

Anticipatory governance promotes the proactive paradigm of governance into regulation and the centrality of foresight, 

scenario planning, and cross-sectoral inclusion of stakeholders to maintain responsiveness of the law to the technological 

progressive path (Guston, 2014). The models are vital when handling complex, uncertain and fast-paced areas like AI, biotech 

and quantum technologies where other passes of regulation can be outdated or sledgehammer-like in their application. 

Technological disruption also knows no national borders meaning at a global level, effective coordination needs to be multi-

lateral and standards should be transnational. Disjointed regulatory frameworks will result in the trend of a race to the bottom 

and regulatory arbitrage and cross-border harm, particularly in such areas as AI ethics, cybersecurity, and data governance 
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(Floridi & Cowls, 2021). 

One notable effort is UNESCO’s Recommendation on the Ethics of Artificial Intelligence (2021), which offers a soft law 

framework based on principles such as human dignity, transparency, inclusiveness, and sustainability. While non-binding, it 

represents a foundational attempt to forge global consensus on ethical AI governance and serves as a blueprint for national 

and regional policy-making. 

Moving forward, intergovernmental organizations, standard-setting bodies, and transnational regulatory networks must 

collaborate more closely to ensure that global technology governance is coherent, legitimate, and inclusive. Otherwise, the 

regulatory vacuum will be filled by powerful private actors whose interests may not align with public values. 

6. CONCLUSION 

Disruption is no longer episodic; it is structural. In the 21st century, law operates within a reality where technological change 

is continuous, pervasive, and unpredictable. Legal systems that were designed for static or slowly evolving societies must 

now contend with autonomous systems, decentralized architectures, gene editing, and machine learning—technologies that 

outpace traditional legislative and judicial processes in both speed and complexity. In this context, flexibility, 

interdisciplinarity, and technological literacy are no longer optional—they are essential traits of any viable legal system. 

Lawmakers, judges, and regulators must embrace adaptive models of governance that are capable of anticipating emerging 

risks while remaining grounded in constitutional and democratic principles (Brownsword, 2019; Calo, 2018). 

Multidisciplinary engagement, often seen as a theoretical or academic luxury, has become a regulatory necessity. Insights 

from ethics, computer science, political theory, sociology, and economics must be integrated into legal thinking to ensure 

that regulation remains both effective and legitimate. Such integration supports the development of legal doctrines and 

institutional practices that are responsive to algorithmic harms, data asymmetries, transnational complexities, and systemic 

bias. Ultimately, if the law is to preserve its foundational values—justice, equity, accountability, and the rule of law—in the 

face of relentless change, it must shed its purely reactive posture. It must become anticipatory, inclusive, and reflexive, 

guided not only by legal precedent but also by a deep understanding of the technological and social systems it seeks to 

govern. 

REFERENCES 

[1] Abbott, R. (2020). The reasonable computer: Disrupting the paradigm of tort liability. Columbia Law Review, 

120(5), 1393–1448. https://columbialawreview.org/content/the-reasonable-computer-disrupting-the-paradigm-

of-tort-liability/ 

[2] Angwin, J., Larson, J., Mattu, S., & Kirchner, L. (2016, May 23). Machine bias: There’s software used across 

the country to predict future criminals. And it’s biased against blacks. 

ProPublica.https://www.propublica.org/article/machine-bias-risk-assessments-in-criminal-sentencing 

[3] Berman, P. S. (2002). The globalisation of jurisdiction. University of Pennsylvania Law Review, 151(2), 311–

546.https://doi.org/10.2307/3312881 

[4] Brownsword, R. (2019). Law, technology, and society: Reimagining the regulatory environment. Current Legal 

Problems, 68(1), 1–27. https://doi.org/10.1093/clp/cuz001 

[5] Burrell, J. (2016). How the machine “thinks”: Understanding opacity in machine learning algorithms. Big Data 

& Society, 3(1), 1–12.https://doi.org/10.1177/2053951715622512 

[6] Calo, R. (2018). Artificial intelligence policy: A primer and roadmap. UC Davis Law Review, 51(2), 399–435. 

[7] Cohen, J. E. (2019). Between truth and power: The legal constructions of informational capitalism. Oxford 

University Press. 

[8] Crawford, K. (2021). Atlas of AI: Power, politics, and the planetary costs of artificial intelligence. Yale 

University Press. 

[9] De Filippi, P., & Wright, A. (2018). Blockchain and the law: The rule of code. Harvard University Press. 

[10] Eidenmüller, H., & Hacker, P. (2020). The European legal framework for autonomous systems: The tort law 

aspect. Zeitschrift für Europäisches Privatrecht, 28(1), 41–68. 

[11] Fairfield, J. (2014). Smart contracts, Bitcoin bots, and consumer protection. Washington and Lee Law Review 

Online, 71(2), 35–50. 

[12] Floridi, L., & Cowls, J. (2019). A unified framework of five principles for AI in society. Harvard Data Science 

Review, 1(1).https://doi.org/10.1162/99608f92.8cd550d1 

[13] Floridi, L., & Cowls, J. (2021). A unified framework of five principles for AI in society. Harvard Data Science 

Review, 3(1).https://doi.org/10.1162/99608f92.8cd550d1 

https://www.propublica.org/article/machine-bias-risk-assessments-in-criminal-sentencing
https://doi.org/10.2307/3312881
https://doi.org/10.1177/2053951715622512
https://doi.org/10.1162/99608f92.8cd550d1
https://doi.org/10.1162/99608f92.8cd550d1


Garima Chuphal, Jigyasa Vohra, Dr. Sandeep Kumar Sharma, Md. Minhajuddin, 

Dr. Wasim Ahmad, Dr. K Rama Krishna Baba 
 

pg. 4233 

Journal of Neonatal Surgery | Year: 2025 | Volume: 14 | Issue: 32s 

 

[14] Gless, S., Silverman, E., & Weigend, T. (2016). If robots cause harm, who is to blame? Self-driving cars and 

criminal liability. New Criminal Law Review, 19(3), 412–436.https://doi.org/10.1525/nclr.2016.19.3.412 

[15] Gunkel, D. J. (2018). Robot rights. MIT Press. 

[16] Guston, D. H. (2014). Understanding anticipatory governance. Social Studies of Science, 44(2), 218–

242.https://doi.org/10.1177/0306312713508669 

[17] Hildebrandt, M. (2018). Law as computation in the era of artificial legal intelligence: Speaking law to the power 

of statistics. University of Toronto Law Journal, 68(Supplement 1), 12–35.https://doi.org/10.3138/utlj.2017-

0044 

[18] Ienca, M., & Andorno, R. (2017). Towards new human rights in the age of neuroscience and neurotechnology. 

Life Sciences, Society and Policy, 13(5).https://doi.org/10.1186/s40504-017-0050-1 

[19] Jasanoff, S., Hurlbut, J. B., & Saha, K. (2015). CRISPR democracy: Gene editing and the need for inclusive 

deliberation. Issues in Science and Technology, 33(1), 25–32. 

[20] Koops, B. J., Hildebrandt, M., & Jaquet-Chiffelle, D.-O. (2010). Bridging the accountability gap: Rights for 

new entities in the information society? Minnesota Journal of Law, Science & Technology, 11(2), 497–562. 

[21] Kuner, C., Cate, F. H., Millard, C., & Svantesson, D. J. B. (2012). The challenge of ‘jurisdictional nihilism’ in 

internet law. International Data Privacy Law, 2(4), 207–213.https://doi.org/10.1093/idpl/ips026 

[22] Pagallo, U. (2013). The laws of robots: Crimes, contracts, and torts. Springer. 

[23] Pasquale, F. (2020). New laws of robotics: Defending human expertise in the age of AI. Harvard University 

Press. 

[24] Reijers, W., O’Brolcháin, F., & Haynes, P. (2018). Governance in blockchain technologies & social contract 

theories. Ledger, 3, 134–151.https://doi.org/10.5195/ledger.2018.140 

[25] Solaiman, S. M. (2021). Legal personality of robots, corporations, idols and chimpanzees: A quest for 

legitimacy. Artificial Intelligence and Law, 29(1), 5–29.https://doi.org/10.1007/s10506-020-09266-w 

[26] Spence, M. (2021). Liability for autonomous systems: Tensions between legal responsibility and technological 

complexity. Journal of European Tort Law, 12(1), 1–26. 

[27] UNESCO. (2021). Recommendation on the ethics of artificial intelligence. United Nations Educational, 

Scientific and Cultural Organization.https://unesdoc.unesco.org/ark:/48223/pf0000381137 

[28] Wachter, S., & Mittelstadt, B. (2019). A right to reasonable inferences: Re-thinking data protection law in the 

age of big data and AI. Columbia Business Law Review, 2019(2), 494–620. 

[29] Werbach, K., & Cornell, N. (2017). Contracts ex machina. Duke Law Journal, 67(2), 313–382. 

[30] Yeung, K., Howes, A., & Pogrebna, G. (2020). AI governance by human rights–centered design, deliberation, 

and oversight: An end to ethics washing. In M. D. Dubber, F. Pasquale, & S. Das (Eds.), The Oxford handbook 

of AI ethics (pp. 77–93). Oxford University Press. 

[31] Zetzsche, D. A., Buckley, R. P., Arner, D. W., & Barberis, J. N. (2017). Regulating a revolution: From 

regulatory sandboxes to smart regulation. Fordham Journal of Corporate & Financial Law, 23(1), 31–103. 

[32] Zuboff, S. (2019). The age of surveillance capitalism: The fight for a human future at the new frontier of power. 

PublicAffairs. 

 
 

https://doi.org/10.1525/nclr.2016.19.3.412
https://doi.org/10.1177/0306312713508669
https://doi.org/10.3138/utlj.2017-0044
https://doi.org/10.3138/utlj.2017-0044
https://doi.org/10.1186/s40504-017-0050-1
https://doi.org/10.1093/idpl/ips026
https://doi.org/10.5195/ledger.2018.140
https://doi.org/10.1007/s10506-020-09266-w
https://unesdoc.unesco.org/ark:/48223/pf0000381137

